
Dr.Backup B3 Protec�on features the power of ThreatLocker

What is Zero-Trust?

ThreatLocker Helps With:

• Layered Security

•

• Compliance

• Internal Disputes

• Storage Control

• Data Privacy
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As part of an ongoing effort to ensure all systems
are secure, we are now adding zero-trust protec�on
to your computer. As a�ackers become more
sophis�cated, so do the complexi�es we need to 
employ to stop so�ware-based threats.

The techniques and solu�ons we are implemen�ng
are regularly adopted by large governments and
other enterprise organiza�ons. As your data protec�on
provider, we understand that at �mes, the use of
this technology may seem restric�ve. However, we
firmly believe it is fundamental to protect you against
the latest threats. 

Zero-Trust is a security framework which states
that organiza�ons should not trust any en�ty
inside or outside of their perimeter at any �me. It
is necessary in today’s environment to provide the
visibility and IT controls needed to secure, manage
and monitor every device that accesses business
data.

Selec�ng the “Send Request” bu�on will
no�fy us. We will review the request to
ensure the applica�on is not malicious and
approve if appropriate.

It is important for you to let us know in 
advance if you need to install any new
so�ware. Call Dr.Backup at (301) 560-4534.

Threatlocker will be running on your PCs
and blocking any unapproved so�ware,
including ransomware, viruses and other
malicious applica�ons.

Should you run any applica�ons that are not
approved, you will receive a no�fica�on
promp�ng you to request permission or
ignore if it’s not needed for your day-to-day
business func�ons.
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